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Abstract
Information Security should have, as it's bedrock, the discipline of data management. Without this discipline data could sit anywhere, in unstructured formats allowing unfettered access to anyone. This lack of management presents opportunities for criminals, who would use this data for dishonest purposes. The majority of frauds are committed by criminals who have illicitly acquired such information so as to enable them to dishonestly and deceitfully obtain financial advantage. What are the tactical pillars that support a security strategy that protects data, making it hard for the criminal to obtain and thereby reducing the opportunity for fraud?
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