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Abstract
Trust is often distributed and so, such operations, as digital signatures, need to be performed jointly by mutually untrusted parties. Such a distributed cryptographic operation is called Threshold Signing. Jointly, with Secure Multiparty Computation (which allows maximal privacy when performing distributed computation), these are considered today the main building blocks of practical distributed security.

We first survey the role of algebra, (such as tensor products of tensors, Chinese Remainder Theorem, content of polynomials) in making some of these distributed cryptographic security more practical.

Many non-Abelian group operations occur in secure multiparty computation. We survey some of the approaches using planar graphs that have been used to address this problem.

We also explain the importance of above work in the context of Snowden's leaks, that have undermined the trust one used to have in hardware and in cryptographic algorithms.

Finally, we announce a new Verifiable Secret Sharing approach, which relies on some special case of Tensor Codes. We also talk about some open problems in the area of secret sharing intersecting with the area of algebra.

The talk does not assume the audience to be familiar with advanced algebra.
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